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Official e-magazine of 

corac 

The Centre for Operational Risk 
Administration and Compliance 
is a social enterprise 
membership body set up to 
support and recognise people 
with operational risk 
responsibilities as a secondary 
aspect of their role. 
 
Produced By SHEQ Planet Ltd 
Centaur House, Ancells Business 
Park, Fleet, Hampshire. GU51 2UJ 
www.sheqplanet.com 
 
Editor 
Lee Holloway 
 
SHEQ Planet Ltd and The Centre for 
Operational Risk Administration and 
Compliance Ltd aim to provide 
authoritative and accurate 
information at all times.  
 
Their publications are however for 
guidance only and are not an official 
information source. 
 
All Rights Reserved. 
 
No part of this publication may be 
reproduced, stored in a retrieval 
system or transmitted in any form or 
by any means, electronic, 
mechanical or otherwise, without 
the prior written consent of the 
publisher and editor.  
 
For any queries please direct to 
support@sheqplanet.com  
 

   

hampagne on the front cover of this 
issue celebrates the new year but also   
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corac’s mission, vision, strategy, 

objectives and our beliefs, 

principles and values plus our 

social enterprise promise are all 

detailed on our website at 

www.corac.org.uk/mission, so I 

won’t reproduce them here. 

But the headline for me, that 

nails our underpinning raison 

d'être, is the representation and 

support of the many people in 

the UK’s workplaces who 

oversee, coordinate or 

administrate areas of 

operational risk as a secondary 

aspect of their role.  

Office managers and project 

managers are obvious 

examples, with health and 

safety, environmental 

 

 

 

customer experience and, 

particularly since GDPR last 

May, data privacy all finding 

their way into their extended 

remits.  But there are many 

other examples. 

At corac we want to make sure 

that these parts of a role are 

duly acknowledged for their 

importance and we raise a glass 

to all those on the front line and 

ask for feedback from you on 

how we can serve you better.  

 

Lee Holloway 

Editor 

support@corac.org.uk   

C 

 
 

 

the pilot edition of the corac e-magazine 
and we hope that the bimonthly 
publication will meet the expectations of 
members and our other stakeholders.    
 

 

 

http://www.sheqplanet.com/
mailto:support@sheqplanet.com
http://www.corac.org.uk/mission
mailto:support@corac.org.uk
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News 

Workshop Foreman fined after 

farm worker struck by tractor. 

Peterborough Magistrates’ Court 

heard how, on 20 September 

2017 at North East Farm, Eltisley, 

Paul Robinson was driving a very 

large tractor when he stopped to 

speak to a farm employee.  After 

their conversation Mr Robinson 

went to drive away but, in the 

process, ran over the employee 

with the rear offside track. The 

employee has suffered life 

changing injuries as a result of 

this incident, including multiple 

fractures and nerve damage.  Mr 

Robinson was fined £1,200, 

ordered to pay costs of £2000 

and ordered to pay a victim 

surcharge of £120. 

 

 

After the hearing HSE inspector 

Graeme Warden said “This 

incident could have been avoided 

if a simple check around the 

vehicle had been carried out 

prior to moving off. 

Pension cold calls banned. 

Cold calls about pensions are 

now illegal in some 

circumstances following a change 

in marketing law. 

 

Unsolicited calls are the most 

common method for companies 

who operate pension scams to 

contact people.  

 

ICO Investigations Manager, Andy 

Curry, said: ”These calls cause 

untold misery to thousands of 

people and we are pleased that 

the law now offers greater 

protection to stop them being 

scammed out of their hard-

earned pensions by unscrupulous 

operators.” 

 

 

“The ICO has powers to go after 

companies who make these 

nuisance calls and their directors 

and can impose fines of up to 

£500,000. We would encourage 

people to report calls like this to 

us to help us take action.” 

 

 

The ban prohibits cold calling in 

relation to pensions, except 

where: 

 

 

 

the caller is authorised by the 

Financial Conduct Authority, or is 

the trustee or manager of an 

occupational or personal pension 

scheme, and; 

the recipient of the call consents 

to calls from the caller, or has an 

existing client relationship with 

the caller such as might give rise 

to an expectation of receiving 

cold calls from that caller. 

Fined for not paying the ICO’s 

Data Protection Fee. 

The data protection regulator has 

sent notices of its intent to fine a 

number of care homes unless 

they pay the Data Protection Fee, 

those that don’t could face a 

maximum fine of £600. 

 

The ICO recently sent out the first 

fines to more than 100 

organisations across a range of 

sectors for non-payment of the 

fee. 

 

All organisations that process 

personal data should visit the ICO 

website to identify if they fall 

within the categories that are 

required to pay the fee.  

For the latest news and 

link to our RSS Feed visit 

www.corac.org.uk/news  

Fine for refurbishing without 

an Asbestos Survey. 

A landlord and building 

contractor have been fined 

after large quantities of 

asbestos fibres were released 

from the demolition of a 

conservatory at a rented 

property. An investigation by 

the Health and Safety 

Executive (HSE) found that the 

landlord should have had an 

asbestos survey carried out 

prior to work beginning, and 

the building contractor should 

not have started work without 

one.   

 

The landlord was fined £1,200 

and costs of £607.21 

 

 

Council fined after accident for 
poor housekeeping of site.  

Darlington Borough Council has 
been sentenced after a self-
employed labourer was injured 
when a pack of roof trusses fell 
on him. 

A self-employed labourer had 
been walking past the front of 
the building plot at Allington 
Way, Darlington, when the 
trusses fell on him, trapping 
him by the head and arm.   

The HSE found there was a 
failure to adequately monitor 
work activities at the site, store 
the trusses adequately, manage 
materials, vehicles and parking 
and also poor housekeeping.  

 

Prison Sentence for Employee 

taking data to new employer. 

A motor industry employee has 

been sentenced to six months in 

prison in the first prosecution to 

be brought by the Information 

Commissioner’s Office (ICO) 

under legislation which carries a 

potential prison sentence. 

 

Mustafa Kasim, who worked for 

accident repair firm Nationwide 

Accident Repair Services (NARS), 

accessed and took thousands 

of customer records containing 

personal data without 

permission, using his colleagues’ 

log-in details to access a software 

system that estimates the cost of 

vehicle repairs. 

 

 

He continued to do this after he 

started a new job at a different 

car repair organisation which 

used the same software 

system.  The records contained 

http://www.corac.org.uk/news
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Interview 

up to date insurance documents and other due 
diligence checks in place for subcontractors and 
that they were all aware of on site and off site 
health and safety requirements.   
  

What skill sets do you think are important for 

someone in an operational compliance or 

administrative, coordinator role? 
I think the most important skill needed in all of my 
roles was to be adaptable, being too rigid didn’t 
achieve much, the usual of being well organised and 
a good listener always came into play too.   
  

Were there any particular ways you discovered for 

approaching those you needed regular 

actions, inputs or documents from that you found 

to be effective? 
A sense of humour always came in handy as there 
was always pressure for my colleagues to complete 
other works on time so chasing budgets, or 
information for Risk Assessments and Method 
statements could sometimes be a headache for 
them.  To know when to apply a little pressure and 
knowing when to give a little more time was the key 
thing for me.  Failing that, bribery often worked well 
and I adopt this now with my son!   
  
If you were just starting a role with operational 
risk responsibilities, what areas would you try to 
clarify with your manager from the outset? 
I would ask more about timescales.  There were 

plenty of times when I was asked to have something 

What background have you had in terms of 
coordinating operational risk, producing 
documents and overseeing that colleagues are 
fulfilling their appointed roles? 
I started work life as Office Administrator /Sales 
Support moving on to be an Office Manager and 
then on to Project Coordinator, Resource 
Coordinator and Small Works Project Manager, 
before joining First Procedural as Business 
Development Manager and supporting corac as part 
of that.  
 
In all of these roles I covered operational risk and 
health and safety.  If I wasn’t looking out for staff 
both in and out of the building, then I was looking 
out for a team of over 100 subcontractors.  I had to 
ensure that both the employed and the self-
employed all had an understanding of operational 
risks and controls and alongside needed to 
complete risk assessment and method statement 
documentation. 
 
What sectors were these roles in? 
The sectors varied and included plumbing 
equipment, digital security and convergent media 
solutions. And then on to one of Europe’s largest 
audio visual (AV) systems integrators.  In the early 
days (straight out of school) I also did a spell for an 
import and export freight company.  
  
What did you find were the hardest parts of those 
roles?  
For me the hardest part was ensuring that we had  

“corac would have helped me clarify 

the areas that I was concerned about 

far quicker than researching for days 

and trying to untangle the jargon to 

find out what I needed to know.” 

We get to know Dawn Hiley, our FREE Membership Supervisor.  
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Feature 
completed, but with little knowledge of when; 
although I was good at deciding what should be a 
priority, this was not always the same view of my line 
Manager... 
  
If you were working in this type of role today, what 
types of support do you think you would find the 
most useful from your corac membership?  
corac would have been very useful to me for a lot of 

areas,  offering pointers on our ISO standards and 

health and Safety in general.  I would have been able 

to clarify the areas that I was concerned 

about far quicker than researching for days and trying 
to untangle the jargon to find out what I needed to 
know.   It would have been simple to ask the team at 
corac to clarify my initial thoughts. 
  
Would you have any other advice for somebody with 
responsibilities for operational risk? 
My advice would be to look at corac! There are lots of 

useful tips and help available to you.  Also be patient 

when requesting information, and be patient with 

yourself when learning something new, you won’t 

always “get it” straight away. 

 

 

 

 

 

 

 

 

 

 

For many of us the idea of data risk management was 

new in 2018. We knew about health and safety risk 

assessments and some of us used environmental 

aspects and impacts registers – but cataloguing and 

making risk based decisions about the types of 

personal data we used in an organisation was 

unfamiliar.  

The event of GDPR – the General Data Protection 

Regulations, that came into force in May 2018 and are 

the within the remit of the Information Commissioner’s 

Office to police, and the media circus around it, put 

these ideas into the wider public consciousness for the 

first time.  But there was a huge amount of 

misinformation circulated, myriads of training courses 

and seminars being sold, software platforms touted 

that      

 

 

 

 

 

 

 

 

 
 

that would “achieve GDPR compliance for you”.  

Plus, as befits a new piece of legislation, the ICO’s 

own guidance was being updated on a regular basis, 

impacting understanding and interpretation of key 

concepts immediately before and after the May 25th 

enforcement date. 

So, where did you get to with GDPR compliance?  Did 

you introduce measures across the administration 

parts of the business and also look at impacts on 

customer and service related processes?  Did you 

catalogue the types of personal data you use and 

establish lawful bases for processing? Some key 

headlines to revisit now that the dust has settled: 

include:  

 

 

 

 

GDPR  
 

 

Aftermath: 
Why data compliance is 
so much more than 
gaining “consent” and 

buying robust software. 
 

Corac takes a 

look at the 

fundamentals 

of GDPR and 

previews 

another piece 

of data 

legislation 

tabled for 

2019. 
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Feature 
Keeping documentation was technically the main 

“new” requirement under the legislation.  Keeping a 

paper trail of (a) the types of personal data you 

process, (b) under what lawful bases you process the 

data (c) how you assess "legitimate interest" if 

you’ve used it, (d) if and how you evaluate security 

risk in a Data Protection Impact Assessment and how 

you communicate what you're doing in Privacy 

Statements or Notices – all essentially the equivalent 

of preparing health and safety policies, risk 

assessments and method statements but for data. 

  

Gaining “consent” as a lawful basis for processing 

data attracted huge emphasis in the media. GDPR 

brought in more stringent requirements for how 

organisations gain consent but importantly – and the 

ICO stressed this – underlined that consent was not 

the only lawful basis for processing data.  For those 

using consent as the lawful basis for processing data 

for marketing purposes, recipients now have to opt-

in (ie not, not opt-out), and the process for this has 

to be clear, not hidden in terms and conditions and 

be as granular as possible, not "grouping" 

options.  But - the legislation clearly states that if it 

can be supported by a robust assessment then 

"Legitimate Interest" can be used as a justification 

for marketing activity in a B2B scenario.  This is 

because of the way the separate Privacy and 

Electronic Communications Regulations [PECR] 

currently differentiates between B2C and B2B.   

  

Not surprisingly there were many technology 

providers selling "GDPR compliant" solutions - but its 

important to remember (a) GDPR and data security 

are at least as much about procedure and employee 

discipline as they are about technology and (b) GDPR 

and the ICO are not prescriptive about data security 

so don't be persuaded with anyone saying "data has 

to be encrypted", or "you can't use spreadsheets 

anymore" or "Dropbox is not GDPR compliant" - 

these are similar statements to "you can't use 

ladders" in health and safety (you can use ladders if 

they're suitable for the task which in some cases they 

will be and in others they won't - and if you do use 

them there are certain precautions you should take 

and procedures you should follow.  Exactly the same 

as data security. It's risk based.  

  

Privacy Statements should be succinct 

They need to be fit for purpose - and they need to be 

they're suitable for the task which in some cases they 

will be and in others they won't - and if you do use 

them there are certain precautions you should take 

and procedures you should follow.  Exactly the same 

as data security. It's risk based).  

  

Privacy Statements under GDPR should be succinct. 

They need to be fit for purpose - and they need to be 

easy to understand by the data subject.  A few pages 

of good, relevant, plain English explanation is more 

likely to be looked favourably on by the ICO than a 

20 page generic document that's impenetrable to 

anyone without a law degree.   

  

Efforts should be ongoing.  The ICO accepted that 

few would be compliant by the deadline but that 

they would look favourably on organisations 

adopting a genuine acknowledgement of and respect 

for the new legislation and a credible effort to 

comply and work towards better compliance.  This 

long term approach recognises that data security, 

like other areas of operational risk, is always a work 

in progress and that technological options (and 

threats) will continue to develop over time.  

So how do you feel about your organisation’s 

arrangements (don’t forget you can email the corac 

helpline if you are an Associate member or higher).  

Something to look out for in 2019 is the ePrivacy 

Regulations or ePR.  This is a proposed piece of 

European legislation, still applicable to the UK 

regardless of Brexit that is currently making its way 

through the “Trilogue” process. 

As written currently – and as you can imagine there 

is much lobbying and resistence – the law would 

place the same cold calling and emailing restrictions 

on B2B marketing as are currently in place for B2C.  

This would radically change the way that businesses 

are allowed to prospect each other and has been 

described as favouring large business by the Direct 

Marketing Association.  Watch this space. 
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Top Tips 
 

Risk Assessments 

Risk Assessments are the centre piece of health and safety 

management.  Accidents are much more likely to happen if the 

risk assessment process is not correct and prosecutions and civil 

actions are more likely to result in harsher penalties.  But there 

are many myths and misinterpretations about risk assessment.  

Here are our top tips: 

Á You should have risk assessments covering risks in your day 

to day workplace – not just customer projects 

Á They should be in written or other recorded form if you have 

5 or more employees (still recommended though if fewer) 

Á You do not need to include a scoring matrix to calculate 

likelihood x severity (it can be useful in some instances) 

Á HSE guidance and approved codes of practice provide a 

perfect starting place to help you identify potential hazards 

and suitable controls for specific activities in your workplace 

Á Don’t forget a fire risk assessment - a mandatory legal 

document required for all commercial premises 

Á Only include what’s relevant to your specific workplace or 

project in a risk assessment 

Á Other sources of information to help make sure your hazards 

and controls are well informed and meet accepted standards 

include equipment manuals, hazardous substance data 

sheets, British and European Standards, feedback from your 

personnel (involve them in the process) 

Á Defending a risk assessment is partly about knowing what 

you’ve referenced to make your decisions – ie showing your 

workings 

Á Be clear on the full legal meaning of “reasonably practicable” 

Á Get competent support or guidance if you feel at all unsure 

Á Get senior management approval / sign-off 

Á Work to make sure the assessments are read, understood 

and that activities are undertaken in the ways described 

Á Look up www.hse.gov.uk/pubns/indg163.pdf  

Á Traditional health and safety 

consultancy 

Á Quality, Sustainability and Data 

Á Packaged and tailored support 

Á Small business specialist 

Á Chartered, OSHCR member 

Á Practitioner, CQI member 

Á Fellow, Paralegal member 

Á CHAS, SafeContractor and ISO 

Á  

 

Á Operational risk tutorials 

Á Online assessments 

Á Technical copywriting 

Á Tenders, blogs, newsletters 

Á Research and reports 
 

 

 

 

 

Helping small businesses train and 
communicate better on technical and 

operational topics. 

 

http://www.hse.gov.uk/pubns/indg163.pdf
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Our next issue will arrive in March. 
What would YOU like to see included? 

 

Policies, procedures, method statements, training, inspections, audits, reviews? 

Ladders, display screens, manual handling, waste, lawful bases for processing data?  Something else? 

 

Tell us at support@corac.org.uk 

Professional membership bodies and associations 

are numerous, with most niches finding collective 

representation and support in some form or 

another.  

Take for example the Association for Pet Obesity 

Prevention, the Association for Applied and 

Therapeutic Humour, and the International 

Association of Professional Conversational 

Hypnotists!  

Bringing together a community is a good thing 

fostering a sense of support, recognition and 

belonging to a group that will help pick you up and 

motivate you when things get tough.  

Back in 2017 one of my consultancy clients said to 

me “I don’t really have a job description as such, I 

suppose I’d call myself the office manager.” This 

was an individual who sat at the operational 

centre of the business in question and on a day to 

day basis oversaw evaluations and decisions 

relating to all areas of operational risk – health and 

safety, facilities and utilities, waste, data privacy  

and even coordinated responses to customer 

Final thought 
 

Other membership 
bodies are 
available… 
 

Lee Holloway looks at where corac is positioned in 

the market and our unique, target member type. 

experience issues.   

She was the lifeblood of the organisation but 

didn’t feel that there was a single, tangible 

professional skill that she would be recognised for 

outside of the business she worked for at the time.   

This client was the inspiration behind corac in 

addition to the many other roles where I realised 

these critical tasks were being overseen and 

coordinated as secondary parts of an individual’s 

role – operations and installation managers, HR 

and accounts managers and many more.  

We are not targeting dedicated single-discipline 

professionals who would join IOSH, CQI, IEMA or 

similar, deservedly esteemed bodies (I am a 

member myself of all three and some others). 

Corac is there for the greater number of multi-

taskers, juggling this difficult and complex work 

with other primary duties and we hope to be of 

service to them (you) long into the future… 


